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Формирование безопасного поведения в сети через 
занятия на электронной платформе "Уроки смайлика" 

для ребят младшего школьного возраста.

В основе курса лежат технические, этические и 

правовые нормы соблюдения информационной 

безопасности, установленные контролирующими и 

правоохранительными органами, а также 

практические рекомендации ведущих

ИТ- компаний и операторов мобильной связи 

Российской Федерации.



Стратегия выстраивания информационной безопасности должна строиться с учетом различных 

негативных эффектов от использования современных устройств. 

Очевидно, что в данное время можно выделить два вида защиты учащегося в киберпространстве: 

1. Применение так называемых фильтров-защит для детей в самом устройстве в виде программного 

обеспечения, либо настроек интернет провайдера (в данное время многие интернет провайдеры 

предлагают услугу «детский интернет» с ограниченным доступом к запрещенному контенту). 

2. Социально-психологическая способность противостоять, правильно реагировать на угрозы 

незнакомца в сети Интернет. 

К сожалению, в настоящее время разработкой программного обеспечения в сфере 

информационной безопасности в системе образования  занимаются коммерческие организации на 

платной основе. Единая комплексная система для всех учебных учреждений отсутствует. На 

сегодняшний день данный вид защиты позволяет ограничить доступ несовершеннолетних граждан к 

запрещенным сайтам. 

Но, к сожалению, существует проблема, когда ребенок может попасть на сайты с запрещенным 

контентом. Отключая данные фильтры, либо используя гаджеты без фильтров-программ, 

запрещающих нежелательный контент.

Актуальность



Цель:  обеспечить социальные аспекты   
информационной безопасности в воспитании 
учащихся в условиях цифрового мира

Задачи курса : 
 формировать понимание сущности и воспитывать необходимость принятия учащимися таких 

ценностей, как человеческая жизнь, свобода, равноправие и достоинство людей, здоровье, 
опыт гуманных, уважительных отношений с окружающими; 

 создавать педагогические условия для формирования правовой и информационной культуры 
учащихся, развития у них критического отношения к информации, ответственности за 
поведение в сети Интернет и по следствий деструктивных действий, формирования мотивации 
к познавательной, а не игровой деятельности, воспитания отказа от пустого 
времяпрепровождения в социальных сетях, осознания ценности живого человеческого 
общения; 

 формировать отрицательное отношение ко всем проявлениям жестокости, насилия, 
нарушения прав личности, экстремизма во всех его формах в сети Интернет; 

 мотивировать учащихся к осознанному поведению на основе понимания и принятия ими 
морально-правовых регуляторов жизни общества и государства в условиях цифрового мира; 

 научить маленьких учащихся осознавать важность проектирования своей жизни и будущего 
своей страны — России в условиях развития цифрового мира, осознавать ценность ИКТ для 
достижения высоких требований к обучению профессиям будущего в мире, принимать 
средства в Интернете как среду созидания, а не разрушения человека и общества.



IT

 Главная страница
 Давайте знакомится
 Моя безопасность и информация в сети
 Моя безопасность и общение в интернете
 Моя безопасность и гаджеты
 Проверь себя
 WEB-квесты по информационной безопасности
 Полезная информация
 Компьютер мой друг и помощник
 Делу время – потехе час
 Страница для родителей
 Игры на перемене и не только
 Итоги

Курс «Информационная безопасность»



https://sites.google.com/school567.edu.ru/bal/главная-страница

Главная  страница

https://sites.google.com/school567.edu.ru/bal/главная-страница


Давайте знакомится

Генерируем смайлик



Моя безопасность и информация в Сети



Моя безопасность и общение в интернете

Игра: публикация в сетиСоздание пароля



Моя безопасность и гаджеты

Компьютерный вирус 



Электронная почта

Когда ты получаешь сообщение в Интернете, обращай внимание на те, которые содержат:

угрозы твоему здоровью и благополучию;

угрозу заражения компьютера вирусом;

сообщения о выигрыше  денежного приза или дорогого подарка в розыгрыше, в котором ты не 

участвовал. Особенностью такого сообщения является то, что от тебя потребуются минимальные 

усилия (внесение денежных средств, которые будут незначительными по сравнению с суммой 

выигрыша), или наличие других претендентов на это приз;

обращение по имени, информацию о том, что ты посещал кинотеатр или был в отпуске со взрослыми. 

Эти сообщения выглядят так, будто составлены специально для тебя.

просьбу совершить действие (оплатить что-либо или перейти по ссылке на мошеннический сайт, 

оставить отзыв или комментарий) в короткий промежуток времени. Такие ограничения стимулируют 

пользователя совершить необдуманный поступок.

Игра крестики-нолики 

Кибербуллинг



WEB-квесты по информационной безопасности



СПАСИБО ЗА ВНИМАНИЕ


